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Supplementary Requirements List

|  |  |  |
| --- | --- | --- |
| **Supplementary Requirement Name** | **Priority** | **Completion Factor (%)** |
| S1. Reliability-Stable | Essential | 90 |
| S2. Performance-Responsiveness | Essential | 100 |
| S3. Compatibility | Essential | 90 |
| S4. Well-structured code | Desirable | 60 |
| S5. Design of system | Desirable | 100 |
| S6. Encryption | Desirable | 100 |
| S7. Programming language | Optional | 100 |

Supplementary Requirements Descriptions

### S1

Reliability – The server should always be available to contact and ready to handle requests to the devices.

### S2

Performance – The server should be able to handle requests within a good time.

### S3

Compatibility - We think that it’s very important for our code to be compatible with the other groups code wise, but also with what they want to achieve with their own goals since everything is being run through the server.

**S4**

Well-structured code - We think it’s necessary for us to have well-structured code so the other groups can understand our code on GitHub and give suggestions in case there are any problems.

**S5**

Design of system - We decided to create various designs before the implementation of the server/client to ensure that capabilities of the system are properly established.

### S6

Programming Language – We have decided to use Java for the server and MySQL for the database.

### S7

Encryption - Encrypting the data being streamed from server to devices as well user data saved to database such as user passwords and potentially the addresses of saved devices.